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Welcome to Ipswitch WhatsVirtual

As an integrated plug-in for WhatsUp Gold, Ipswitch WhatsVirtual provides the capability to
discover, map, monitor, alert and report on both small virtual environments, hosted by a
single VMware host, or entire data centers, managed by one or more VMware vCenter servers.

When you use a vCenter server to manage your virtual environment, it becomes the point of
communication between WhatsVirtual and the virtual machines within that environment.
WhatsVirtual communicates with the vCenter server to discover the virtual environment, poll
the virtual machines, collect events associated with actions taken on virtual machines, and
issue actions to individual virtual machines.
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STEP 1: Purchase and enable the WhatsVirtual
license

The files for WhatsVirtual plug-in are installed automatically with Ipswitch WhatsUp Gold.
Your license file determines whether or not you can access the WhatsVirtual plug-in.

To update your license with a purchased WhatsVirtual plug-in, visit the Mylpswitch portal
(http://www.myipswitch.com).

STEP 2: Create Credentials and Perform Discovery

Perform these tasks to configure WhatsUp Gold and WhatsVirtual to discover your virtual
environment:

= Edit the Device Role settings as necessary to meet your operational requirements.

= Set the scan type to VMware Scan, and enter the vCenter server or VMware hosts you
want to discover.

.T,.' Note: Ensure that VMware Tools are installed on each virtual machine you want to discover.
If VMware tools are not installed on a virtual machine, the device will not be discovered
during the VMware Scan.


http://www.myipswitch.com/�
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= (Create VMware credentials for each vCenter server or VMware host you want to
discover.

L’E Note: If you are managing your virtual environment using a vCenter server and want to
collect detailed hardware information about the VMware hosts within that environment, you
must add and select the credentials for those VMware hosts as well as for the vCenter server.

= Configure the Discovery Console to use the VMware credentials.

= Set the Scan Advanced Settings so that WhatsUp Gold automatically scans the virtual
machines associated with each discovered host.

= Run the VMware discovery scan and view your output.

Editing Device Role settings

The Device Role Settings dialog can be found in the console version of the Discovery Console
in the Advanced menu. (Tools > Discover Devices > Advanced > Device Role Settings)
This dialog is used to specify the default configuration behavior of WhatsUp Gold discovery.
Use this dialog to manage vCenter Server and VMware Host device roles.
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The Device Role Settings menu determines which monitors, context menu items, and custom
web links are assigned to the device, as well as defining which device attributes are collected
during polling. For more information, see Configuring device role settings.
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Setting the scan type

The scan type determines which tools WhatsUp Gold uses to scan and discover devices. The
VMware scan type enables the discovery of vCenter servers, hosts and virtual machines.

Use the Scan Settings on the Discovery Console, to set the scan type, add VMware vCenter
servers or VMware hosts as targets for the VMware scan, and select the option to rescan
vCenter servers that have already been added to WhatsUp Gold using WhatsVirtual.

Scan Type

[‘l."Mware Scan v|

Rescan existing WUG VMware vCenter servers
and hosts, (recommendesd)

Add new VMware vCenter servers or hosts:

172.16.42.13,192.168.3.178, 192.168.204.10,
17216424

L’T Note: If you are managing your virtual environment using a vCenter server and want to
collect detailed hardware information about the VMware hosts within that environment, you
must add and select the credentials for those VMware hosts as well as for the vCenter server.

While you can add as many targets to the VMware scan as is needed, you can also discover
your virtual environment by selecting the vCenter server that is managing your environment
as the target of the scan. This will result in the discovery of all of the virtual machines and
hosts managed by the vCenter server. For more information, see Scan settings in the
Discovery Settings help.
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Creating credentials

The credentials in the Credentials Library allow WhatsUp Gold to connect to the vCenter
server or VMware host using the VMware vSphere Web Services APl. WhatsUp Gold uses this
connection to establish the device's role as either a VMware vCenter Server, or VMware host.
VMware credentials are also used to connect to the managing server during polling, and
while performing actions on the virtual machines. To access the credentials library, click
Credentials Library in the Credentials section of the Discovery Settings dialog.

Credentials Library x|

Marme Al Description | Tvpe | Pew. .. |
& 1921683178 132.168.3.173 Wil ware Edit |
|j public enerated Credential Type  SHMP w1 =
ij SHNMP Add New ¥Mware Credential Type ﬂ g o
[ 55H Te |

Elete. ..
Marme:

I Credentials For 192,1658.3,178

Description:

I Credentials For Wirkual Host: 192, 168.3, 178

Username:
I rook
0] 4 |

Password:

K _ancel |
I L 11 1]

Help

Confirm password: Cancel 4|

P

_I— I ----l Help

Enabling credentials

After you have created the VMware credentials in the Credentials Library, configure the
Discovery Console Settings - Credentials section to use the VMware credentials.

SNMP
H public - SNMP V1
SMNMP (public) - SNMP V1

YMware
122.168.3.178

[ Credentials Library... ]
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Setting the Scan Advanced Settings

In the Discovery Console Settings - Scan Advanced Settings section, configure the scan to
automatically scan the virtual machines associated with each host as it is discovered.

Scan Advanced Settings o

SHMP Timeout(Seconds):
2

SMME Retries:
1

WMI Timeout(Seconds)
10

Resalve host names

Use SMMP SysMame to name devices

Auto scan wirtual environments
(recommended) Maore info

LT., Note: If you do not select the Auto scan virtual environments option, virtual machines
associated with the host that are outside of the scan range are not discovered, and virtual
machines discovered because they are included in the scan range are not automatically
associated with the virtual host.

Running the discovery scan

Virtual device discovery occurs during a discovery scan along with the discovery of physical
devices. As each device is discovered, WhatsUp Gold attempts to connect using the VMware
vSphere API.

If a connection is made using the VMware Credentials through the VMware vSphere AP, the
device is assigned to either the VMware vCenter server, or VMware Host role, and a query is
made through the API to determine which virtual machines are associated with the
managing server.

When the virtual machines are identified, WhatsVirtual scans the device and associates it with
the vCenter server or VMware host that is managing the device.
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Viewing discovery output

The Device View provides a hierarchical scheme for display and monitoring of the virtual
environment. The following logical groupings are automatically created based on

inform

ation gathered during a VMware scan:

VmwareScan. A logical container that contains all of the Datacenters, virtual hosts,
and virtual machines discovered during a VMware scan.

Datacenter. A logical container that contains all of the virtual machines managed by
a vCenter server, the virtual hosts providing managed resources, and the managing
vCenter server as reported to WhatsVirtual during a VMware scan.

LTT Note: While a vCenter server may manage one or more datacenters, virtual machines cannot
be moved using VMotion to a host outside of the datacenter of its original host.

=63

Cluster. A logical container that contains a group of hosts that share resources and
enable the VMware Distributed Resource Scheduler (DRS) and VMware High
Availability (HA) solutions. A cluster lists the VMware hosts, virtual machines, and the
managing vCenter server as reported to WhatsVirtual during a VMware scan.

VmwareScan (5/21,/2010 2:42:27 H

[ 3 VMware Cluster: Atl-Clusterl
D Wihware Cluster: Q4 fake clus
'3 VMware Datacenter: Atlanta

A VMware Servers dynamic group identifies all VMware servers discovered during the
discovery scan.
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Discovered vCenter servers, virtual hosts and virtual machines can be viewed on the Map
View. Select the Cluster or Datacenter you want to view from the Device Groups pane, then
select the Map View. The selected vCenter, virtual hosts and all of the managed virtual
machines appear on the Map View.

VCENTER

Widwans "i f i‘ iCaar Sanvar

ATL-VCEMTER

WVNIN2008-1

wwin2008-2.ipswitch_m.ipswitch.com

STEP 3: Managing and monitoring virtual devices

Using WhatsVirtual, WhatsUp Gold manages virtual devices similarly to physical devices; you
can add performance monitors, active monitors, and passive monitors; set thresholds in the
Alert Center and create alerts associated with these thresholds; create customized actions
and create action policies that invoke these actions; and collect and view events created by
the vCenter server in response to actions taken in support of vMotion, High Availability (HA)
and virtual machine security.

While much of the management and monitoring of virtual devices is the same as physical
devices, areas where there are differences include:

= Performance monitor data gathering methods for virtual hosts

= Extended right-click menu options for virtual machines

= vCenter server event collection in support of vMotion, High Availability (HA) and
virtual machine security.

=  Manual addition and classification of virtual hosts and virtual machines
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Performance monitors

You can assign performance monitors to a virtual device using a device role, or manually from
the Performance Monitors tab of the Device Properties menu.

[
Ny e Enatie picbel perdtrmance —prines:
L] ,74 Perormeance Monitors M i Dty
i W CFU Liirston Ensbies CPL Utiirshon reports
Aoye Montom | Desi Likization Enables Disk Liizabion reports
Infeface Liskzation Enatdes nieface tiiralion mports
[ Mamory Liiization Enatden Mamory Liization repors
= | P T
- P Nogion Ping Latericy and dusiabity Enabies g Avsilabity reports
“k Actens
-E Enable rdivdusl performance monitors: (for this devios anly)
M = Descrighon _ e |
D ros
i e
7 Vot
-
5 Pricbutes
- Taske
.~  — Carce Hegp |

vCenter servers and their managed virtual machines may use the VMware vSphere API to
gather statistics for the CPU Utilization and Memory Utilization performance monitors.
However, if the device supports SNMP and the credentials are available in WhatsUp Gold,
these monitors can be configured to collect these statistics using SNMP.

m Note: If the VMware vSphere APl is used to collect performance data, the real time and split

second graphs, for reports generated by the CPU and Memory Utilization performance
monitors, will not contain any data.

The Disk Utilization and Interface Utilization Performance Monitors for virtual machines use
SNMP to gather data for using these monitors, therefore you must enable SNMP on these
devices and add the SNMP credentials to WhatsUp Gold prior to enabling these performance
monitors. You can add the SNMP credentials from the Credentials tab of the Device
Properties dialog. For more information, see Enabling SNMP on Windows devices in the help.



Ipswitch WhatsVirtual Getting Started Guide

Actions on virtual machines

You can create actions to be applied to virtual machines from the New VMware Action dialog
(Configure > Action Library > New > VMware). You can power on, power off, suspend,
reset, shutdown a guest, restart a guest, or take a snapshot of the virtual machine.

7 Ipswitch WhatsUp Gold v14.2 - [Network Explorer - VMware Hosts] ‘_In,lﬂ
] Ble Edt Vew Confgwe Tools Reports Window Help =12 x|

Jl_'l Wi !;]i|
74 VMware Hosts YWwara host devices

1 pction Library II
'h Dewvice Groups . - o
=1 L2 Dynamic Gr & New ¥YMware Action x|

-] Cisco D

7] Comple Hame:

|| Device: | Virtual Machine 1: Power Off
K Devicer  pecrription:

E Ex:' | vMware action

| ] Device:  VMware server IP address or host name:
-] Dewvice: | 152.168.3.178

% gx:: VMware oredentials:
i) Device: [ 152.168.3.178 =] ]
Virtual machine VMwara name:
[Va-ntap2 =
Qperation: cancel |
Power On B Hep |

= [ & RangeScan (2/1] Shutdown Guest
L u ath-esxi,ipsd Restart Guest lI

4| | b evice View VER | de2 O

Ready v

10
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You can immediately run an action on a virtual machine from the Device or Map View by
right-clicking on the virtual machine, then selecting the action you want to perform from the
Virtualization Actions menu item.

Mew Device, ..
Mew Group...
Mew Dy namic Group. ..

Device Reports, ..
Group Reports,.,

Copy kel C
Paste (] o
Delete. .. Dl
Rename...

Poll Mo

acknowledge

Remoke Deskiop. ..

& Traceroute

7 Ping

6 Laver? Trace

5 IP/MAC Finder

4 Export Topology To Wisio, .,

3 Device Viewer ﬂ
2 Connect ’ @ @
1 EBrowse
&

Bulk Field Change »
Wirtualization Actions Power On
Device Status Report., .. Power OFF
Properties... Ctrl+1 Suspend

Reset

Shukdown Guest

Restart Guest

Take Snapshot

vCenter server event collection

WhatsVirtual uses the VMware vSphere API to collect events from the vCenter server about
your virtual environment. These events are generated by the vCenter server in support of
VMware technologies such as VMotion, Distributed Resource Scheduler (DRS), High
Availability (HA) and Fault Tolerance.

You can configure WhatsVirtual and WhatsUp Gold to collect events of interest from the
vCenter. There are several groups of events that can be selected. By using thresholds in the
Alert Center or actions defined in the Action Library, these event groups can then be used to
trigger actions and alerts, as well as provide information to reports about your virtual
environment.

11
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The process for configuring WhatsUp Gold to collect, alert, and perform actions on events
includes the following tasks:

= Enable event collection (Global setting to enable event collection)

= Configure event groups and start event collection for individual vCenters.

You enable the collection of events from the WhatsUp Gold console (Configure > Program
Options > General). The Enable WhatsVirtual event collection option is selected by
default. This is a global option that allows the collection of events from all of the vCenter
servers WhatsUp Gold discovers.

After WhatsUp Gold has been enabled to collect events, each vCenter server must be
configured to collect the events you wish to collect. The event collection configuration of a
vCenter server is accomplished from the Configure VMware event listener dialog. To reach
the Configure VMware event listener dialog, click Configure event collection on the Device
Properties - Virtualization dialog.

[Vl Dieice Praparties 1 ATL-VCENTER N ———— |

This desice is not & Velwane server
:7"] EMREGH NN This devnca = & WMnirs bost
& Thes device 8 & YMware vCenler server
| u Vrtuskzason event kstener for this wOenber server is curmertly fumed O8O | Configure event collecbon...
il Fassve Mongons
! & Virtual devices maraged by this vCenter server:
1| | R w5
Dimvare: nasme & Deaos [P Sddress ‘¥rius machne WMsans names | add,.. |
-e Cradential 172164275 1T216.42.75 v\ Aan [ Remove |
152 168 204 50 152 168.204 50 Aow Sersor'E
@ Foling 152.168.204.57 152 168204 .51 RewSerwovE2
| ATLVCENTER 172164211 ATLwCenter- D0_HOT_SMAPSHOT
DEV-R-007 15276820455 Windows 7
il ‘WVirtualization
’ g WCENTER 172164220 TEST+{Cenber
j wwan 231 172 16.42.30 VWRD03-T
VAANMZO0E-1 172 IE42 viNn2008-1
wwin2008-Lipswich_mipswitchcom 172164224 ¥Win2008-2
u wifinT_12he-1 172642175 vmWinT_30hi-1
| 5 sewirug pen 308 172164229 wmirP Pro i
Aftrindes
- Tasks
atn o Cancel | mH |
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Use the Configure VMware event listener dialog to:

= Control the collection of events from the vCenter server.
=  Select the predefined event groups that contain the events you want to collect.

= Select a custom list of events from the Other events dialog.

& Configure VMware event listener |

Event collection is OM for this vCenter server, Stop collecting |

= Alert on certain events from the WhatsUp Gald Alert Center.
» Consult reports to browse and search for events.

@ When collecting events from a vCenter server, you can:

Select events you want to collect:

All HA (High Availability) error events (6 event types)
All Virtual machine migration events (11 event types) K

[C] All security related events (2 event types) Cancel

Other events  (advanced - 0 event types) Help
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Select the predefined groups of events you want to collect. To see the events included in
each group, click the <#> event types link beside the group. For more information about the
event types, see Configure VMware event listener in the dialog help.

Event collection is ON for this vCenter senver. Stop collecting

= Alert on certain events from the WhatsUp Gald Alert Center,
= Consult reports to browse and search for events.

@ When collecting events from a vCenter server, you can:

Select events you want to collect:

All HA (High Availability) error events (6 event types)

» Das Agent Unavailable

» Das Host Failed

= Insufficient Failower Resources

» Host Das Error

= Mot Encugh Resources To Start Vm
= Vm Das Update Error

All Virtual machine migration events (11 event types)

[C] Al security related events (2 event types)

Other events  (advanced - 0 event types)

14
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To select from the other events list, click on the advanced - <#> event types link. The Other

events dialog will open. This window is a hierarchical tree of the available events. Selecting
the root of any tree, selects all of the events associated with that event group. To open an

event group, click the " icon.

Select evenis you want to collect:

o All HA -:'"lg" ﬁ.vallal:-:lt]-'] error events

| All Virtual machine migration avents

All secunty related events

Crther events

You can select any of the event types from the Virtualization Events type box. The threshold
will alert when any event within that event type occurs during the threshold period.

(advanced - 0 event types)

Template Upgrade
Resource Pool
Cluster

License Expired
LICENSE

Task

Datastore
Authorization
Custom Field
Alarm
Scheduled Task
Vm

Host

Upgrade
Sesgion

General

(6 event types)

[11 event types)

[ event types)

oK

Cancel

Heip

15
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Configuring a VMware threshold from the Alert Center

You can create a VMware event threshold in the WhatsUp Gold Alert Center on any event
group WhatsVirtual is configured to collect from the managing vCenter server. Use the New
VMware Threshold dialog to configure the alert threshold. (Alert Center Tab > Manage

Thresholds > New > VMware Threshold)

" @ Mew VMware Threshold

Mame

Viualization Events type
All HA, (High Availaility) error events

Threshold

@ The threshold will alert immediately if an event cccumed
within the last Threshold Check of 1 minutes

The threshold will alert when:

excesds

Maotification

(No policy) v ()

Threshold Check
Check threshold every 1 minutes

[ ]

=

OK

Cancel

Manually assigning a VMware server role to a device

You can manually designate discovered devices as vCenter servers or virtual hosts on the

Device Properties - Virtualization dialog.

(") This device is not a VMware server

(7 This device is @ YMware host

1@ This device is a VMware vCenter server

16
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To manually designate a device as a vCenter server or virtual host, you must select or create
VMware credentials for the device, and then select the VMware server role you want to assign
to the device.

= Select This device is a VMware host, if you want to designate the device as a
VMware host.

= Select This device is a VMware vCenter server, if you want to designate the device
as a vCenter server.

After a device is designated as a vCenter server or VMware host, you can manually associate
virtual machines by clicking the Add button on the Virtualization tab of the Device
Properties dialog. WhatsUp Gold polls the vCenter server or VMware host to discover all of
the virtual machines it is managing, and displays a list of these machines on the Associate
WUG device to a virtual machine dialog.

& Associate WUG device to a virtual machine &

Device to be established as a virtual machine;

<select a device = E]

Free virtual machines hosted on the VMware server:

ATL-5oftTest -
damn small lirwux
FlowSensorVE3

Google Chrome
iISCSI-Storage

MNetBSDS5

Mostalgia

Taggart

TEST-esxil

TEST-esxi2
TEST-5haredstorage
Ubuntu Server 2.04 32-bit
VA-top

VA-ntop2 0K
vmMetBSD5 —_—
ViMware Studio Cancel
vmWinXP-Progghit —
WinXP_1_Test ~|| Hep |

m

You can also use the Browse (...) button to locate the device you want to add as a virtual
machine.

L Note: Devices that are manually designated as a vCenter server, VMware host, or virtual
device respond to actions created for virtual environments, and appear as virtual devices in
workspace reports, however they do not appear on the Map View as virtual devices until
they are discovered using a VMware scan.

17
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STEP 4: View WhatsVirtual reports

Workspace reports

The following reports have been added to WhatsUp Gold to provide information about your
virtual environment.

i

Virtual Server. This home and device level workspace report provides a list of all the
virtual machines managed by a virtual server. The virtual server may be a vCenter
server or VMware host.

Virtual Server List. This device level workspace report provides system attributes for
the virtual server, hardware information for VMware hosts, and a list of the virtual
devices managed by the virtual server. The virtual server may be a vCenter server or a
VMware host.

Note: Hardware information will be displayed only if the selected device is a VMware host
for which credentials were supplied and selected during a VMware scan.

WhatsVirtual Events. This home level workspace report displays events that
WhatsVirtual is configured to collect from the vCenter server. The events appear in
reverse chronological order, so that the last event received appears at the top of the
list.

Virtual Machine Instant CPU Utilization. This home and device level workspace
report provides the current CPU utilization for the selected virtual machine.

Virtual Machine Instant Disk Utilization. This home and device level workspace
report provides the current Disk utilization for the selected virtual machine.

Virtual Machine Instant Memory Utilization. This home and device level workspace
report provides the current Memory utilization for the selected virtual machine.

Virtual Machine Instant Interface Utilization. This home and device level
workspace report provides the current Interface utilization for the selected virtual
machine.

Configuring VMware workspace reports

Before you can configure a workspace report, it must be added to your workspace view. For
information on adding workspace reports to a workspace view, see Adding workspace
reports to a workspace view in the dialog help.

Configure VMware workspace reports on the Configure Report dialog (Menu > Configure
Report).

Click the Browse (...) button to select the device you want to use as a data source for the
report.

18
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Full reports

WhatsVirtual Events. This report displays events that WhatsVirtual is configured to collect
from the vCenter server. The events appear in reverse chronological order, so that the last
event received appears at the top of the list.

You can access the WhatsVirtual Events report from the WhatsUp Gold web interface from
the Reports Tab. (System > WhatsVirtual Events)

19
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